
  

Privacy Policy for Members of SPACE City Panel 
 

 

Effective Date: 2/15/2025 

Last Updated: 2/15/2025 

SPACE City Panel members have been invited to take part in a major research project. Members may complete surveys to provide feedback and opinions on a range 
of social, political, lifestyle, marketing, and other questions, and may contribute other types of data along with other SPACE City panel or subpanel (collectively,  
“Panel”) members. Panel members receive certain benefits from NORC in exchange for participating in surveys. 

OUR PRIVACY COMMITMENT TO OUR PANEL MEMBERS 

NORC respects the privacy of every Panel member and utilizes a high standard of privacy protection measures in compliance with applicable laws and regulations. 
This Privacy Policy outlines the information NORC will collect and how we will use that information you provide as a member of SPACE City Panel. This P o l i c y  will 
also tell you how you can verify the accuracy of your personally identifiable information (PII) submitted to NORC and how you can request that we delete or update 
your PII. 

We’ve developed our Privacy Policy from industry guidelines and standards, and local, national, and international laws and requirements. All privacy practices and 
methods described in this Privacy Policy apply only insofar as permitted by the applicable standards, laws and requirements. 

Thank you for placing your trust in NORC. 

About NORC at the University of Chicago 

NORC at the University of Chicago is an independent, nonprofit research organization that has been affiliated with the University for more than fifty years. 
Headquartered in downtown Chicago, Illinois, NORC collaborates with government agencies, foundations, education institutions, nonprofit organizations, and 
businesses to provide data and analysis that support informed decision making in key areas including health, education, crime, justice, energy, security, the 
environment, and marketing and business strategies. 

This Privacy Policy sets forth the collection, use and disclosure of personal data or personally identifiable information (“PII”) and other information by NORC in 
connection with NORC’s Services (as defined herein). NORC’s Services provide you with the opportunity to join a Panel and participate in surveys (whether as a Panel 
member or a non-Panel member), use the websites and/or apps associated with the Panels, and receive and redeem rewards and incentives, including, without 
limitation, sweepstakes entries, offered in connection with Panel membership and/or the completion of surveys (collectively “Services”). 

Registration with, use of, and access to NORC’s Services is subject to NORC’s SPACE City Panel Terms and Conditions. Your use of NORC’s Services is completely 
voluntary and therefore NORC’s processing of your PII in connection with the Services and this Privacy Policy is with your consent. NORC strives to conform its 
privacy practices to applicable laws, codes, and regulations, and the codes of standards of applicable market and opinion survey research associations, including the 
Council of American Survey Organizations (CASRO). For clarification, except for Panels that have a separate Privacy Policy, this Privacy Policy applies to all of NORC’s 
survey research panels. All references to “us” or “we” refer to NORC. 

All PII is stored on servers located in the United States, which servers are owned and maintained by NORC. 

For the purpose of this Privacy Policy, the term “PII” shall include, without limitation, your name, address(es), telephone number(s) (including home, cell, and/or 
business telephone numbers), email address(es), date of birth, the unique identification number we assign to you (your ”Member PIN”), reward, loyalty, or incentive 
account numbers and Sensitive Data (as defined herein). 

What information is collected by NORC, how is PII collected, and how is it used? 

1. INFORMATION YOU SUBMIT 

NORC collects information from Panel members during and after registration with a Panel, including, without limitation, during participation in a survey and in 
connection with the receipt and redemption of rewards and incentives. When you sign up for a Panel you will be asked to provide certain PII and demographic 
information, including, without limitation, your name, address(es), telephone number(s) (including home, cell, and/or business telephone numbers), email address(es), 
date of birth, and sex, racial, occupation, and education level information. In addition to the collection of PII mentioned above, during and subsequent to the 
registration process, you may be asked to voluntarily provide or disclose Sensitive Data. “Sensitive Data” means PII that discloses or reveals health and medical 
conditions, sexual orientation or sexual life, political opinions/views, race/ethnic origin, religious and philosophical beliefs and trade-union membership. Sensitive Data 
is used to target survey opportunities to you and for analysis by researchers. 

2. INFORMATION COLLECTED THROUGH AUTOMATED MEANS 

NORC may also collect certain information automatically, such as information about: (i) your device or computer and its capabilities, including, without limitation, the 
operating system, the applications or programs on your device or computer, IP address, device carrier, device type, time zone, network status, browser type, browser 
identifier, unique device identification number, carrier user ID (a number uniquely allocated to you by your network provider), media access control address, 
international mobile equipment identity, locale and other information that alone or in combination may be used to uniquely identify your device or computer; and (ii) 
your activities in connection with NORC’s Services, including, without limitation, survey data and responses, and reward, incentive, and/or sweepstakes information. 
Specific examples of this information, and the technology that collects it, are below: 

 
Cookies and Similar Technologies 
NORC may use third parties to provide services and certain functionality to NORC. NORC may use contracts with such third parties to control their use of cookies and to 
limit their use of cookies to the limited purposes set forth in the contracts. 

We and our partners use various technologies to collect and store information when you visit one of our services, and this may include using cookies or similar 
technologies to identify your browser or device. We also use these technologies to collect and store information when you interact with services from our partner. Our 
third-party advertising and analytics partners include Google Analytics and similar partners. 

The technologies we use for this automatic data collection may include: 
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Cookies. A cookie is a small file placed on the hard drive of your computer. You may refuse to accept browser cookies by activating the appropriate setting on your browser. 
However, if you select this setting, you may be unable to access certain parts of our services. Unless you have adjusted your browser setting so that it will refuse cookies, 
our system will issue cookies when you direct your browser to our Services. In certain cases, NORC or NORC’s vendors or subcontractors may employ the use 
of other types of cookies for particular projects or surveys. In these cases, NORC will notify you of the use of those cookies through the consent statement process associated 
with that project or survey. 

Web Beacons. Pages of our services or our e-mails may contain small electronic files known as web beacons (also referred to as clear gifs, pixel tags and single-pixel 
gifs) that permit us, for example, to count Users who have visited those pages or opened an e-mail and for other related website statistics (for example, recording the 
popularity of certain website content and verifying system and server integrity). 

Clickstream Data. Clickstream data is information collected by our computers when you request Web pages from the Sites. Clickstream data may include information such 
as the page served, the time spent viewing the page, source of the request, type of browser making the request, the preceding page viewed and similar information. 
Clickstream data permits us to analyze how visitors arrive at the Sites, what type of content is popular, what type of visitors in the aggregate are interested in particular 
kinds of content on the Sites. 

Watermarking. Generally, watermarking involves placing a technology or file on your device or computer to identify that it has previously been used to register with or 
access NORC’s website. Watermarking is used for quality control and validation purposes and fraud detection and/or prevention purposes. NORC may engage in 
watermarking activities directly or through a third-party vendor. 

Log Files. NORC may automatically gather and store certain information in log files, including, without limitation, data available from your web browser, including, without 
limitation, IP Address, browser type, internet service provider, referring/exiting pages, operating system, date/time stamp and click stream data. 

3. INFORMATION COLLECTED FROM THIRD PARTIES 

NORC may obtain PII and demographic information from third parties, including, without limitation, information services bureaus, other sample suppliers and/or social 
media platforms. NORC may use the PII for various purposes, including, without limitation, data validation, data append, fraud detection purposes, and/or sending you a 
one-time email to invite you to participate in a survey and/or join a Panel. 

4. NORC’S USE OF INFORMATION 

In addition to other purposes set forth in this Privacy Policy, NORC uses information collected through NORC’s Services as follows: (i) to communicate with you 
regarding your membership with a Panel; (ii) to communicate with you regarding your participation in a survey(s); (iii) to tailor survey opportunities to you; (iv) to send 
you notifications of survey opportunities; (v) to comply with any and all legal obligations, including, without limitation, tax obligations; (vi) to administer and manage 
NORC’s reward and incentive programs and fulfill your requests for rewards and incentives; (vii) to facilitate your entry into NORC’s sweepstakes and promotions and 
communicate with you regarding such entries; (viii) to update NORC’s records; (ix) to comply with any data suppression obligations or requirements; (x) for fraud 
detection and/or prevention purposes; and (xi) as otherwise permitted pursuant to this Privacy Policy or as otherwise authorized by you. 

What communications will I receive through NORC’s Services? 

NORC and/or NORC’s agents, processors, and/or vendors or subcontractors may contact you or communicate with you as follows: 

1. VIA “PUSH” NOTIFICATIONS OR SMS/TEXT MESSAGES, if you expressly agree to receive such communications, for participation in surveys. 

2. VIA EMAIL COMMUNICATIONS FOR THE PURPOSE OF: (i) sending you survey invitations, (ii) communicating with you regarding your survey participation (past, 
present and/or future), (iii) communicating with you regarding reward or incentive information, inquiries, and/or redemption, (iv) sending you newsletters, (v) sending 
you notices required to be provided hereunder or required by law, (vi) communicating with you regarding sweepstakes or prize draw promotions, including, without 
limitation, winning entries to or for such sweepstakes or prize draws, and (vii) responding to inquiries received from you. 

3. VIA TELEPHONE FOR THE PURPOSE OF: (i) communicating with you on or about your survey participation (past, present and/or future), (ii) communicating with you 
regarding reward or incentive information, inquiries, and/or redemption, (iii) sending you notices required to be provided hereunder or required by law, (iv) 
communicating with you regarding sweepstakes or prize draw promotions, including, without limitation, winning entries to or for such sweepstakes or prize draws, 
and (v) responding to inquiries from you. 

Does NORC share Personally Identifiable Information (PII) and survey responses collected through NORC’s Services with third parties? 

With respect to information collected through NORC’s Services, NORC will generally provide survey data and responses to NORC clients with no PII disclosed by NORC. If 
you voluntarily disclose PII in connection with your survey responses, and NORC collects the survey responses, NORC will transfer the survey responses, including the 
voluntarily disclosed PII to NORC’s client. In addition, NORC may share geographic and/or demographic data NORC collects from you during enrollment or through certain 
profile questions NORC may ask you. Such data may be shared with third parties in single summary form (i.e. individual respondent level) or aggregate summary form (i.e. a 
group of respondents). 

Disclosures of PII by NORC to a third party are made pursuant to a written agreement between NORC and the third party, which, among other things, limits use of the PII. 
NORC may allow a client to collect PII directly from respondents. The disclosure is voluntary, and, prior to collection, the client is required to enter into a written agreement 
with NORC, which, among other things, limits use of the PII. 

NORC will disclose PII collected through NORC’s Services to third parties as follows: 

1. With your consent, other than your consent to the processing and sharing described in this Privacy Policy and specifically this section. 

2. Pursuant to applicable law or in response to a subpoena or an order of a court or government agency. 

3. To establish, exercise, or defend legal claims of an individual or NORC, including in order to protect the safety of an individual or to protect NORC’s rights and/or 
property. 

4. Between various Panels if you sign up for more than one Panel. 

5. To a parent, subsidiary, or affiliate of NORC: (i) in the event of a reorganization or restructuring, or (ii) for use and processing in accordance with this Privacy Policy or 
as authorized by you. 

 

 
 



  

6. To authorized agents and/or subcontractors of NORC and/or of NORC’s clients, who are providing services, including, without limitation, data append services, data 
validation services, fraud detection and/or prevention services, database-matching services, coding services, data segmentation services, and reward, incentive, and 
sweepstakes related services. 

7. In connection with a change of ownership or control, including, without limitation, a merger or an acquisition of any or all of NORC’s business assets, provided that the 
party receiving or acquiring the PII agrees to use, protect, and maintain the security, integrity, and confidentiality of PII in accordance with this Privacy Policy. 

8. To partners of NORC who offer incentives for use of NORC’s Services, solely for the partners’ use in connection with their incentive program and its terms of use, 
including, without limitation, the crediting of member accounts maintained by the partners for individuals who use or participate in NORC’s Services. 

9. As otherwise permitted pursuant to this Privacy Policy. 

Additionally, anonymized member identification numbers (Member PINs) and information collected by automated means are provided to third parties, including, 
without limitation, clients, partners, agents and/or vendor for several purposes including, without limitation, identifying respondents for re-contact surveys or 
communications, fraud detection and/or prevention, database matching, data validation, data append, coding, data segmentation, and reward, incentive, sweep- 
stakes or promotion related services and/or developing aggregated data insights regarding our survey respondents and providing a client(s) with access to and 
use of the aggregated data insights. 

 
Will my PII be sold to third parties? 
NORC will never sell your personal information to any third party. 

How can I opt out of certain data collection and/or use? 
Participation in all survey data collections is voluntary, and you may choose not to answer any questions you don’t wish to answer. 

Exercising Your Rights. If you choose to exercise your rights to access, review, correct, delete, or object to the processing of your PII, you can: 
1. Submit a request via email to privacy@NORC.org or 

2. Send your request to Privacy Compliance Office, 55 East Monroe Street, 20th Floor, Chicago, IL 60603 
 

You may also designate an agent to exercise your privacy rights on your behalf. In order to designate an authorized agent to make a request on your behalf, you must 
provide a valid power of attorney, the requester’s valid government-issued identification, and the authorized agent’s valid government issued identification. 

 
Our Response to Your Request. Upon receiving your request, we will confirm receipt of your request by sending you an email/confirming receipt. To help protect 
your privacy and maintain security, we may take steps to verify your identity before granting you access to the information. In some instances, such as a request to 
delete personal information, we may first separately confirm that you would like us to in fact delete your personal information before acting on your request. 

 
We will respond to your request within thirty (30) days, or in accordance with applicable regulatory timelines. If we require more time, we will inform you of the reason 
and extension period in writing. We will deliver our written response by mail or electronically, at your option. 

 
In some cases, our ability to uphold these rights for you may depend upon our obligations to process PII for security, safety, fraud prevention reasons, compliance 
with regulatory or legal requirements, listed below, or because processing is necessary to deliver the services you have requested. Where this is the case, we will 
inform you of specific details in response to your request. 

 
We may deny your deletion request if retaining the information is necessary for us or our service providers to: 
1. Complete the transaction for which we collected the Personal Information, provide a good or service that you requested, take actions reasonably anticipated within 

the context of our ongoing business relationship with you, or otherwise perform our contract with you; 

2. Detect security incidents, protect against malicious, deceptive, fraudulent, or illegal activity, or prosecute those responsible for such activities; 

3. Debug products to identify and repair errors that impair existing intended functionality; 

4. Exercise free speech, ensure the right of another consumer to exercise their free speech rights, or exercise another right provided for by law; 

5. Engage in public or peer-reviewed scientific, historical, or statistical research in the public interest that adheres to all other applicable ethics and privacy laws, when 
the information’s deletion may likely render impossible or seriously impair the research’s achievement, if you previously provided informed consent; 

6. Enable solely internal uses that are reasonably aligned with consumer expectations based on your relationship with us; 

7. Comply with a legal obligation; or 

8. Make other internal and lawful uses of that information that are compatible with the context in which you provided it. 

 
How long does NORC keep my PII and other information? 

NORC may retain PII and other information relating to your use of the Services to the extent required or permitted by law. 

How can I access the PII and other information collected about me? 

You may request access to review, correct, delete or to object to the processing of your PII by contacting us as set forth below. 

Does NORC collect data from minors? 

Yes. NORC does collect data from minors (defined as persons under the age of 18 years old) following consent from parents or legal guardians. NORC’s policy regarding 
data collected from minors is more restrictive than our overall Privacy Policy to provide further protection to minors and is discussed below. 

NORC believes it is important to protect the online privacy of minors. Accordingly, NORC adheres to applicable laws and regulations pertaining to the protection of minor’s 
privacy, including, without limitation, the Children’s Online Privacy Protection Act of 1998 in the United States (as amended). NORC carefully considers both privacy issues and 
parental concerns in connection with surveys involving individuals under the age of eighteen (18). For example, in the United States, NORC does not knowingly collect 
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PII from anyone under the age of 18 without first obtaining parental consent or determining emancipated minor status. Any content in this section of NORC’s Privacy 

Policy that is more restrictive or contradicts any other section of this Privacy Policy shall supersede and control to the extent that it applies to data collected from minors. 

 
What security is available for the PII and other information collected through the Services? 

NORC maintains appropriate technical, administrative and physical safeguards to protect PII and other information disclosed or collected by NORC. NORC reviews, 
monitors and evaluates its privacy practices and protection systems on a regular basis. Notwithstanding the foregoing, transmissions over the Internet and/or a mobile 
network are not one hundred percent (100%) secure and NORC does not guarantee the security of transmissions. Please be apprised that all Internet-based communication 
is subject to the remote likelihood of tampering from an outside source. NORC is not responsible for any errors by individuals in submitting PII to NORC. 

 
Who can I contact with questions or complaints about this Privacy Policy? 

Questions or Complaints Generally. 

If you have any questions or complaints regarding NORC’s privacy practices and/or this Privacy Policy or want to communicate an opt-out request to NORC, or want to 
exercise your rights to access, review, correct, delete or object to the processing of PII, please contact us via email at privacy@NORC.org or telephone NORC toll-free at 
(877) 205-8998. You may also send a letter by U.S. Mail to: 

Privacy Compliance Office 
55 East Monroe Street, 20th Floor 
Chicago, IL 60603 

 
If you have any questions about SPACE City Panel, you can contact the project team at support@spacecitypanel.org. If you have any questions or concerns about your 
rights as a research participant, you can contact the NORC Institutional Review Board at (866) 309-0542. 

We value the opinions and feedback of Panel Members to help improve our service. If your participation in SPACE City Panel comes to an end, we may choose to send you a 
brief, voluntary exit survey regarding your experience. 

 
CHANGES TO THIS PRIVACY POLICY 

We may update this Privacy Policy to reflect changes to our information practices. If we make any material changes, we will notify you by email (sent to the e-mail address 
specified in your account) or by means of a notice on this SPACE City Panel Website prior to the change becoming effective. If your account does not include an email 
address for you, we will send to you the updated Privacy Policy by U.S. Mail. We encourage you to periodically review the SPACE City Panel Website for the latest information 
on our privacy practices. 
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